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**ABSTRACT:**

*In prior years, the mergers of firms in the defense industrial base system (DIB) had no impact on national security . Fast forward today where there is increased concerns over mergers and acquisitions. The landscape of threats to national security is concerning because companies have increased their footprint in mergers and acquisitions. This consolidation has created a national security risk when previously the only concern was in consolidation.*

*A survey was conducted to gather data analysis to help understand how software is selected in making informative decisions in the selection process. The survey was given to business leaders who make who are the decision makers based upon business needs. The survey covered software selection such as ease of use, functionality, ease of use, seamless integration, security best practices and standards for software assurance such as end-to-end encryption and risk management. The survey also targeted both the private sector and public sector to include the impact of market share among both sectors. The results showed business organization used xxxx. Based upon the survey x the government (private sector) felt the market share when selecting software, market share was not important.*

**KEYWORDS:** secure software development; secure software development framework (SSDF), secure software development best practices, software acquisition, software development lifecycle, software security, common vulnerabilities exploitation, industries best practices and standards, software assurance.

**1. INTRODUCTION:**

In prior years, the mergers of firms in the defense industrial base system (DIB) had no impact on national security[[1]](#footnote-2). Fast forward today where there is increased concerns over mergers and acquisitions. The landscape of threats to national security is concerning because companies have increased their footprint in mergers and acquisitions. This consolidation has created a national security risk when previously the only concern was in consolidation. Moreover, increased antitrust oversight has led to an increase in government challenges to mergers.[[2]](#footnote-3) This research paper introduces two case studies related to the project's development. The first case study discussion deals with CrowdStrike.

**CROWDSTRIKE:**

CrowdStrike is a well-known organization whose mission is to provide end-to-end point security while providing threat protection against cyber-attacks. This paper will also address policy recommendations to address cybersecurity risks associated with industry consolidation. For example, disruptions to food suppliers could lead to widespread food insecurity.

On July 19, 2024, a systems administrator at CrowdStrike caused the largest IT outage in American history. The system administrator performed a windows update which was neither validated, verified or followed the change management approval process. There was a security flaw discover in the Falcon sensor version 7.11 and above which caused the system to crash. This major outage caused 5.4 billion dollars’ worth of damage to many organizations globally to include Airline Industries, financial institutions, Amazon, healthcare industries and retail industries just to name a few financial institutions. [[3]](#footnote-4)

**JBS:**

JBS is major company known both globally and internationally as the world’s largest meat producer. JBS maybe the world’s largest meat producer but failed to protect their infrastructure against a cyber-attack.

JBS was affected by a phishing campaign from a Russian based group by the name of REvil. Revil held several American companies’ hostage by demanding ransomware in releasing the company’s data. Ransomware attacks account for 20% of all cyber-attacks while phishing attacks in the U.S. account for 47% of cyber-attacks.[[4]](#footnote-5)

When food suppliers encounter a cyber-attack, those industries would be affected and lead to a widespread food insecurity. For example, if Big Poultry Corporation produces 75% of domestic poultry products, a cyber-attack targeting them would create starvation conditions for large populations.

2. LITERATURE REVIEW:

Modern infrastructure enables adversaries to disrupt organizations such as cyber-attacks. This problem is exacerbated when a single company dominates specific industries or services, such as banking, healthcare, or food production.

Government oversight continues to be a challenge in addressing mergers and acquisitions in the defense industrial base sector. Not addressing this challenge could lead to conflicts between the goals of antitrust law fostering competition and nations security in protecting the security of the American people. [[5]](#footnote-6)

***PROBLEM STATEMENT***:

What is the primary problem that the study investigated?

Answer: The landscape of threats to national security is concerning because companies have increased footprint in mergers and acquisitions. The courts have to decide or analyze national security concerns in defense mergers because of the lack of competition in many defense markets, barriers to entry in those markets and limitations of non-antitrust tools for improving competition.

What has been done in the literature review?

**Answer:** The Department of Defense created five recommended actions to address national security concerns for company mergers or acquisitions:[[6]](#footnote-7)

* Strengthening merger oversight
* Addressing intellectual property limitations
* Increasing new entrants
* Increasing opportunities for small businesses
* Implementing sector-specific supply chain resiliency plans

**WHY IS THIS AN URGENT OR SEVERE PROBLEM?**

Answer: Mr. Michael McLaughlin, who conducted the research argued when companies merge, there is an increased risk competitively which increase national contracting world,[[7]](#footnote-8)

Researchers argued that it took longer to develop reuse of software components than developing a system. The lack of standards, reusable components and the granularity and generality of components made expectations difficult to achieve. Also the ownership to develop mitigated software independently would reduce communication and coordination efforts. [[8]](#footnote-9)

**RESEARCH QUESTION(S):**

What question related to the problem have not been answered by prior research?

Answer: How geographically software development teams do not communicate effectively across different industries and government sectors nor have the understanding on how to reuse software components in a rapidly changing environment.

**CONTRIBUTIONS MADE:**

The LeCroy software team developed a toolbox which can be integrated in a developmental environment and also be accessible to all members of ta geographical dispersed team.

***INVESTIGATIVE APPROACH***:

The LeCroy software team implemented customer-specific components, modification of existing components with the customers system. Members of the team worked across three geographical locations. Vendors of third-party components were located in various countries (more than 25 vendors total)[[9]](#footnote-10)

**IMPLICATIONS FOR PRACTICE:**

Supporting reusable components expanding across multiple platforms across geographical sites.

**IMPLICATIONS FOR RESEARCH:**

The potential benefits of implementing CBD methodologies in a globally distributed environment are many. Lessons from the aeronautics, automotive, electronics and computer hardware industries, in which Component Based architectures have been successfully employed for setting up globally distributed design and production in the reuse of software components[[10]](#footnote-11)[[11]](#footnote-12)

Policy Recommendations in national security for industry specific merges and acquisitions

**CHALLENGES:**

Researcher argued that it took longer to develop reuse of software components than developing a system. The lack of standards, reusable components and the granularity and generality of components made expectations difficult to achieve. Also the ownership to develop mitigated software independently would reduce communication and coordination efforts. Other challenges include each site having specialized experience in a different domain or market (e.g. site A specializes in the banking sector while site B specializes in the insurance sector. This could hinder the development of neighboring sectors and implementation of agility in the software design that offers future integration of existing solutions.[[12]](#footnote-13)

**OTHER CHALLENGES**:

Mergers and acquisitions does create challenges for innovation(s). These can hinder the DOD’s access to innovative products and services.

To only have one defense contractor as the sole provider to provide servers leaving other contract companies to not compete. The courts found the merged company would create monopoly having a competitive advantage

***CONCLUSIONS***:

A weakness in an organization’s security posture would set a dangerous precedence in opening the door to a cyber-attack and being a victim of ransomware attacks.
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